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GUIDELINES FOR ISSUANCE OF SSL
CERTIFICATES

1. Only authorized persons are entitled to apply for SSL certificates
on behalf of an organization.

. Apart from the authorized person verification, the additional
process documentation and authentication requlrements for SSL
certificate shall include the following:

a) The organization owns the proposed Domain Name, or the

organization is given the exclusive right and authority to use the
Domain Name.

b) Proof of authorization to apply for SSL certificate on behalf of
the organization in the asserted capacity.(e.g Authorization
letter from organization to applicant)

. A Certifying Authority shall not issue SSL certificates to any
organizational entity unless it owns/controls that Domain Name.

. The verification process for applicant's identity (e.g. name, office
address, email, etc), authorization to apply for SSL certificate, and
existence of organization should be clearly documented in the CPS
without ambiguity.



5. For Domain SSI, proof of domain ownership document for .bd
domain. For internationa] gTLD, the verification will be confirmed
through domain Administrative Email Address.

6. For IP SSL proof of documents from ISP of the applied IP. CAs
may verify the ownership of IP-Pool from APNIC database.

7. All submitted documents should be attested by first Class Gazetted
Officer or Notary Public.

existence of organization and authorization to applicant to apply
for a SSL certificate are given below:

I

Domain Name ownership
R . « % . . .
Individual/Proprietors * Affidavit of ownership in the name of individual or

ship Firm: proprietorship.
Partnership Firm: o Affidavit of ownership in the name of Partnership

firm or in the name of Partner and in case it is in
the name of Partner, additional affidavit from
Partner confirmin authorization for use b firm.

Corporate Entities: * Certificate of ownership in the name of company
issued by statutory Auditor.

Government ® Domain Name ownership certified by Head of

Organizations Procuring Entity or authorized signatory.

Trust Body Affidavit of ownership in the name of Trustee

Board.
—_—

Existence of Organization

Individual/Proprietors
ship Firm:

® Copy of valid Trade License
e Copy of statement/solvency of bank account
Copy of TIN Certificate.

Utility bill for proof of address




.

Partnership Firm:

Corporate Entities:

Copy of partnership deed (including list of partners
and authorized signatories)

TIN of all partners
Copy of statement/solvency of bank account
Utility bill for proof of address

Copy of certificate of incorporation

Copy of article and memorandum of
association(First two pages)

RJSC form -12.

Copy of statement/solvency of bank account
VAT registration.

Utility bill for proof of address

Government
Organizations

The application for SSL should be forwarded /
attested / certified by the Head of Procuring Entity.

Trust Body

Certified copy of Deed of Trust.

Up to date list of members of the Trustee Board.
Utility bill for proof of address

Registration From NGO Bureau or DOSW

Authorization to applicant

Individual/Proprietors
ship Firm:

The applicant for SSL certificate should be
individual/proprietor only

Partnership Firm:

The applicant of SSL certificate should be duly
authorized by the partners and his photographs as
well as identity and address should be mentioned in
the authorization letter

Corporate Entities:

The applicant of SSL certificate should be duly
authorized by the resolution of board of directors.
The applicant details i.e. address, photograph of the
authorized person should also be mentioned in the
authorization letter.

Government
Organizations

The applicant of SSL certificate should be duly
authorized by the Head of Procuring Entity.
Copy of applicant's valid passport or copy of
National ID of authoritative signatory,




Two copies of passport size photograph of the
Authoritative Signatory.

Trust Body

Certified copy of the Resolution of the Trustee
Board for operation of Digital Signature.
Copy of applicant's valid passport or copy of
National ID of authoritative signatory.

Two copies of passport size photograph of the
Authoritative Signatory.
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